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INTRODUCTION 
 

Data security 

Refers to protective digital privacy measures that are 

applied to prevent unauthorized access to 

computers, databases and websites.  

Data security also protects data from corruption. 

 



INTRODUCTION 
 



CRYPTOGRAPHY  
 

The art or science encompassing the principles and 

methods of transforming an intelligible message into 

one that is unintelligible, then retransforming that 

message back to its original form. 

 



SECURITY OBJECTIVES  
 

  Confidentiality: Preserving authorized restrictions on information, 

including means for protecting personal privacy and proprietary 

information.  

A loss of confidentiality is the unauthorized disclosure of information.  

  Integrity: Including ensuring information nonrepudiation and 

authenticity. A loss of integrity is the unauthorized modification or 

destruction of information.  

  Availability: Ensuring timely and reliable access to and use of 

information. A loss of availability is the disruption of access to or 

use of information or an information system.  

 



CIA TRIANGLE 



CRYPTANALYSIS 

The study of principles and methods of transforming 

an unintelligible message back into an intelligible 

message without knowledge of the key and also 

called Code breaking. 

 


